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Certificate number : P1.01.895.2022
Classification : Service Provider
Date of Expiration : 12 March 2023

Security by
Standards Council

QUALIFIED SECURITY

NssEsson Panacea InfoSec

CERTIFICATE OF PCI DSS COMPLIANCE

is hereby awarded to
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Arabian Internet and Communications Services Co (STC Solutions)
PO Box 50, Riyadh, Kingdom of Saudi Arabia (KSA)- 11372
On the successful audit against the Payment Card Industry Data Security Standard Version 3.2.1

e

Ajay Kaushik,- CEO
CISS®, CISH, QSA Date of Issue
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13 March 2022
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The entity shown above was assessed by Panacea InfoSec on the dates shown and found to be compliant with the requirements of the Payment Card Industry Data Security standard Version 3.2 . 1(Effective June 2018).
This certificate does not provide and guarantee that ongoing compliance is being maintained by the entity. The responsibility of maintaining the requirements of this security standard, remains with the entity above.

This certificate does not offer any form of guarantee or warranty to 3rd parties that the entity above is secure from attacks and breaches. Panacea InfoSec accepts no responsibility for loss or damage of any description
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in the event of a security breach or failure in the entity's security.
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